ANIKET PAGARE

SUMMARY

CONTACT

Cybersecurity enthusiast skilled in identifying and mitigating vulnerabilities,
network and web-application vulnerability assessment and penetration testing,
Security Operation Center. Having a profound knowledge of cybersecurity, ethical
hacking, and cybersecurity tools with the ability to analyze complex information
and facilitate understanding among non-technical team members. Dedicated to
customer satisfaction with focused delivery of technical solutions. Eager to apply
skills and contribute to organizational security as a Security Analyst.

EXPERIENCE

. 9763795323

= aniketpagare2002@gmail.com

m www.linkedin.com/in/aniket-pagare-
799724268

O https://github.com/aniket8757

@ Nashik, Maharashtra

SKILLS

Web Application Penetration Tester (Home Lab Projects)

e Utilized tools such as Nmap, Wireshark, Nikto, hping3, Zenmap, Burp
Suite, Metasploit, Nessus, and OWASP ZAP to identify and exploit web
and network vulnerabilities.

e Performed VAPT activities including scanning, enumeration, exploitation,
and reporting based on OWASP Top 10 and NIST standards.

e Simulated real-world attacks in home lab environments and documented
findings in professional VAPT reports.

e Developed skills in identifying SQL Injection, XSS, CSRF, insecure
configurations, and more.

Ethical Hacking Report Compilation (Self-Initiated Project)

e Created a comprehensive Ethical Hacking Report Series covering
multiple open-source and enterprise-grade tools used in real-world
penetration testing and vulnerability assessment.

EDUCATION

Bachelor In Computer Application
2021 - 2024 9 Malegaon, Nashik

Higher Secondary
Manakarnika Junior And Senior College

2018 - 2020 @ Shirdi, Maharashtra

Secondary

Adarsh Vidyamandir , Shirdi

£ 2018 ¢ Shirdi, Maharashtra
PROJECT

Web Application Penetration Tester (Home Lab Project)

e Conducted Vulnerability Analysis Using OWASP ZAP , Burp Suite, And
DVWA

e Discovered and exploited misconfigured SMB services and outdated
Apache vulnerabilities.

e Documented findings in professional VAPT report format.

Technical Skills

¢ Vulnerability Assessment and Penetration
Testing

e Security information and event
management(SIEM)

¢ Web Application Security Assessment

¢ Network Security Assessment

¢ Computer Networking & Troubleshooting

¢ Cyber Security Fundamental

« OWASP Top 10

¢ OSI| Model , TCP/IP

¢ Ethical Hacking

Tools/Software

* Snort + Kali Linux tool

* Nussus + Metasploit

« Wireshark + SQLmap

¢ Burp Suite Pro ¢ Nmap

« PowerShell + SIEM Tool

« SOAR + OpenVAS

« OWASP ZAP  « MS Office
CERTIFICATION

Cisco

« Introduction To Cyber Security

EC-Council

» Hacking And Penetration Lab

« Dark Web Anonymity And
Cryptocurrency

Mastercard
« Cyber Security Job Simulation

Tata
« Cyber Security Analyst Job
Simulation

Cisco
« Ethical Hacker


mailto:aniketpagare2002@gmail.com

